May 22nd, 2024

7:30am-8:30am Breakfast Available/Registration (Exhibits Open) x

Where: Atrium

Check in for GovSummit at our registration desk, enjoy breakfast and networking with other
event attendees and stop by our exhibitor tables.

8:30am-9:15am Day 2 Keynote: Rear Adm. Christopher Bartz x

Where: Auditorium

Day 2 Keynote:
Rear Adm
Christopher
Bartz

Deputy Chief
Information Officer

U.5. Department of
Homeland Security

9:15am-10:00am How Agencies and Vendors Can Comply With the White ~ x
House Al Executive Order

Where: Auditorium

The Biden administration is embarking on a federal government-wide approach to evaluate
and mitigate risks of artificial intelligence (Al) systems while seeking to promote an
innovative, competitive Al ecosystem that both supports workers and protects consumers.
The broad and ambitious directives are focused on U.S. government perception of risks
related to the development and use of Al. There are standards and guidance related to Al
safety and security that will impact the private sector, particularly companies engaged in high
tech and critical infrastructure. These government efforts will require ongoing collaboration
with developers and users of Al. This session will address how agencies and vendors can
comply with the Al executive order and best practices for implementation.
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10:00am-10:30am Networking Break (Exhibits Open) x
Where: Atrium

Enjoy coffee, network with other GovSummit attendees and stop by our exhibitor tables
during this break.



10:30am-11:15am Al, Privacy, Regulation, Public Sentiment and Their x
Dynamic Influence on Security in Europe and the U.S.

Where: Auditorium

This presentation will navigate European artificial intelligence (Al) and data privacy
regulations and U.S. approaches so far, with a focus on implications for the security
practitioners and the industry, particularly in deploying biometric technologies. The potential
intersection between European and U.S. frameworks will be highlighted to help understand
the evolving regulatory landscape, identifying challenges and opportunities for responsible Al
deployment globally, where concern about data privacy, compliance and Al are the pressing
issues of our time.
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11:15am-12:00pm New Federal Initiatives for Protecting Crowded Spaces x

Where: Auditorium

Since 2020, the Cybersecurity and Infrastructure Security Agency (CISA) and the U.S.
Department of Homeland Security (DHS) have published numerous guides on self-
assessment programs and provided to the industry and the public specific guides on such
topics as protecting houses of worship, school safety and hostile vehicle mitigation. Speakers
will discuss new publications on best practices for the protection of facilities and crowded
public spaces released by CISA and DHS and hold an interactive discussion regarding use
cases and how solutions providers can integrate new technologies and solutions into their

business.
Daniel Genua aurie Goode
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Cybersecurity and Reiter and Reiter
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Infrastructure Security Agency
Security Agency
12:00pm-1:00pm Networking Break/Lunch (Exhibits Open) x
Ihere: Atrium

Enjoy lunch, network with other GovSummit attendees and stop by our exhibitor tables
during this break.

1:00pm-1:45pm Disability Access in Emergency Operations Planning for ~ *
Schools

/here: Auditorium



This session features representatives from the U.S. Department of Homeland Security School
Safety Task Force, the U.S. Department of Education, the U.S. Department of Justice Office of
Civil Rights and the National Disability Rights Center for a lively discussion on including the
disabled (students, staff, parents and visitors) in emergency operations planning for schoaols.
This discussion is presented by the Partner Alliance for Safer Schools (PASS), which provides
K-12 school safety and security guidelines, best practices and more to those working in the

educational space.
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1:45pm-2:30pm Public-Private Partnerships and the Future of Protecting  *

High-Risk Minority Communities

Where: Auditorium
Coordinated by the Ohio Jewish Communities, this discussion will look a few short years into

the future to see how legislation, regulation, grant funding, technology and innovation
combine to detect, deter and defend high-risk minority communities from attacks.
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2:30pm-3:00pm Networking Break (Exhibits Open) x

e Atrium

Network with other GovSummit attendees and stop by our exhibitor tables during this break.

3:00pm-3:30pm Risk Mitigation for School Campuses and Government x
Facilities Using Ballistic Safe Places



3:30pm-4:00pm

4:00pm-4:45pm

Where: Auditorium

Complementing perimeter security measures by adding back-end safe places to mitigate or
eliminate casualties from active assailants and bomb threats is urgent. Experience has
demonstrated that when an active assailant breaches a facility's perimeter and gains access
to its interior, occupants become helpless victims if they have inadequate safety options.
Especially given today’s dramatically increased threats to government officials, including
members of Congress, federal judges and other state and local government officials, new
approaches to mitigation should be considered. This session explores how ballistic safe
places, such as individual safe pods/booths, mini saferooms or larger safety shelters can
offer an effective safety net.
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One School’s Quest to Secure Their School, Through x

Partnerships With Industry Experts and Outside Grant
Funding

Where: Auditorium

Studies and after-action reports have all shown that one particular measure is highly
effective and predictive of saving lives during active threat situations in the education
environment - the ability to lock down a facility and secure classroom doors from the interior
of the space. While this single solution seems intuitive and simple, this is a complex endeavor
to do so in a code compliant manner in accordance with the latest recommendations for
school security. Adding to the complexity are funding challenges to completing the work.

In this case study, we will explore one school’s quest to secure their school with appropriate
mechanical and electronic locks throughout while unifying and integrating their access
control, intrusion detection system and video monitoring and explore the creative ways in
which they were able to obtain over $500,000 in grants to fully fund the project. This project
was completed in 2022, and the school is now operating with a fully functional system, paid
for in cash with outside funding, ensuring they can initiate lockdown or other special case
conditions instantaneously.
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Safeguarding Sensitive Environments in the Era of the x
Hostile Drone Threat

Where: Auditorium

While uncrewed systems offer tremendous benefits, they also pose security risks across
various sectors including military, homeland security, critical infrastructure, law enforcement,
borders, VIP protection and maritime operations. There is a critical need for technologies to
address these challenges but also secure our drone-powered society. Detection and
mitigation technologies rooted in military strategies may prove inadequate in sensitive
civilian environments, leading to disruptions and potential collateral damage. This
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opportunity to advocate for counter-UAS measures that cater to the specific requirements of
multiple sectors while ensuring operational flexibility and continuity and will discuss some of
the recent legislative proposals making greater use of these measures possible in the United
States, such as the Safeguarding the Homeland from the Threats Posed by Unmanned
Aircraft Systems Act.
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4:45pm~6:30pm GovSummit Networking Reception (Exhibits Open)

Where: Atrium

Wrap up Govsummit with netwarking, drinks and hors d'oeuvres, as well as visiting with our
exhibitor tables, during this lively cocktail reception.



